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Introduction

IoT and 

environmental 

health: a 

transformative 

fusion in 

technology shaping 

our world.

The research 

underscores memory 

limitations as a key 

hurdle for low-end 

IoT devices in 

environmental 

monitoring.

IoT devices like air 

quality sensors and 

presence detectors 

stress the need for 

efficient memory 

management.

The 

study emphasizes 

memory management's 

crucial role in 

optimizing IoT 

systems, especially in 

environmental health 

applications.



Materials and methods

For a new location, a name must be added, then you 

have to choose the exact position on the interactive map 

or to introduce the values for latitude and longitude.

After the authentication, the user will have access to the 

main interface of the system. With this, the user can 

verify the status of multiple IoT devices, such as indoor 

lightning illumination, along with the presence of 

movement, CO, smoke, humidity, and door opening. 



Materials and methods

Entities in the "Entities" tab are represented device 

components and actions, like temperature sensors or light 

bulbs. For example, a light bulb that monitors the indoor 

temperature has as device exactly the light bulb which 

contains the circuits and the light, and the entities are a 

temperature sensor and a light bulb. 

Events can be automatically called from the platform to 

test their behaviour by pressing the Trigger Event button. 

You can press a button and then observe what happens 

with all the analysed factors and this brings some 

improvements to the entire smart system for managing 

the environmental health.



Results and discussions

The Log button generates a report 

showing event types (e.g., motion 

detection, light status changes, mobile 

device calls), linked to their respective 

entities/devices. You can choose a 

specific time frame for monitoring 

events, aiding in observing changes over 

time. This report helps users track 

activity, analyze data, and manage 

environmental factors for better home 

quality.



Results and discussions

As illustrated in Table 1, the allocation of 

memory resources across diverse 

environmental sensors, namely 

monitoring indoor illumination, 

movement detection, CO levels, smoke 

presence, humidity levels, and door 

status forms the backbone of accurate 

and timely data

collection. 



Conclusions and recommendations

• Our exploration into the realm 

of IoT systems and 

environmental health has 

unravelled the dynamics of 

memory management, unveiling 

its role in ensuring the optimal 

functionality and adaptability of 

the system.

• Looking ahead, future research 

in the domain of memory 

management for IoT systems in 

environmental health 

monitoring holds space for 

exploration and enhancement.



References

➢ Elgazzar, K., Khalil, H., Alghamdi, T., Badr, A., Abdelkader, G., Elewah, A., & Buyya, R. (2022). Revisiting the Internet 

of Things: New Trends, Opportunities and Grand Challenges. Frontiers in the Internet of Things, 1, 1-18.

➢Akhigbe, B.I., Munir, K., Akinade, O., Akanbi, L., &  Oyedele, L.O. (2021). IoT Technologies for Livestock Management: 

A Review of Present Status, Opportunities, and Future Trends. Big Data and Cognitive Computing, 5(1), 10.

➢Abid, M.A., Afaqui, N., Khan, M.A., Akhtar, M.W., Malik, A.W., Munir, A., Ahmad, J., & Shabir, B. (2022). Evolution 

towards Smart and Software-Defined Internet of Things. AI, 3(1), 100-123.

➢ Silva, D., Carvalho, L. I., Soares, J., & Sofia, R. C. (2021). A Performance Analysis of Internet of Things Networking 

Protocols: Evaluating MQTT, CoAP, OPC UA. Applied Sciences, 11(11), 4879.

➢Amanlou, S., Hasan, M. K., & Bakar, K. A. A. (2021). Lightweight and Secure Authentication Scheme for IoT Network 

based on Publish–Subscribe Fog Computing Model. Computer Networks, 199, 1-8.

➢Donta, P. K., Srirama, S. N., Amgoth, T., & Annavarapu, C. S. R. (2022). Survey on Recent Advances in IoT Application 

Layer Protocols and Machine Learning Scope for Research Directions. Digital Communications and Networks, 8(5), 727-

744.

➢Alhaidari, F. A., & Alqahtani, E. J. (2020). Securing Communication between Fog Computing and IoT Using Constrained 

Application Protocol (CoAP): A Survey. Journal of Communications, 15(1), 14-30.

➢Mniszewski, S. M., Belak, J., Fattebert, J. L., Negre, C. F., Slattery, S. R., Adedoyin, A. A., Bird, R. F., Chang, C., Chen, 

G., Ethier, S., & Fogerty, S. (2021). Enabling Particle Applications for Exascale Computing Platforms. The International 

Journal of High Performance Computing Applications, 35(6), 572-597.

➢ Bansal, S., & Kumar, D. (2020). IoT Ecosystem: A Survey on Devices, Gateways, Operating Systems, Middleware and 

Communication. International Journal of Wireless Information Networks, 27, 340-364.

➢Abu Bakar, R., & Kijsirikul, B. (2023). Enhancing Network Visibility and Security with Advanced Port Scanning 

Techniques. Sensors, 23(17), 1-27.

➢ Concha Salor, L., & Monzon Baeza, V. (2023). Harnessing the Potential of Emerging Technologies to Break down Barriers 

in Tactical Communications. Telecom, 4(4), 709-731.



References

➢ Chen, T., Wang, M., Su, J., Ikram, R. M. A., & Li, J. (2023). Application of Internet of Things (IoT) Technologies in Green 

Stormwater Infrastructure (GSI): A Bibliometric Review. Sustainability, 15(18), 1-22.

➢ Saqib, E., Leal, I. S., Shallari, I., Jantsch, A., Krug, S., & O'Nils, M. (2023). Optimizing the IoT Performance: A Case 

Study on Pruning a Distributed CNN. 2023 IEEE Sensors Applications Symposium (SAS), 1-6.

➢Kondoro, A., Dhaou, I. B., Tenhunen, H., & Mvungi, N. (2021). Real Time Performance Analysis of Secure IoT Protocols 

for Microgrid Communication. Future Generation Computer Systems, 116, 1-12.

➢Ma, Z., Xiao, M., Xiao, Y., Pang, Z., Poor, H. V., & Vucetic, B. (2019). High-Reliability and Low-Latency Wireless 

Communication for Internet of Things: Challenges, Fundamentals, and Enabling Technologies. IEEE Internet of Things 

Journal, 6(5), 7946-7970.

➢ Tsigkanos, C., Nastic, S., & Dustdar, S. (2019). Towards Resilient Internet of Things: Vision, Challenges, and Research 

Roadmap. 2019 IEEE 39th International Conference on Distributed Computing Systems (ICDCS), 1754-1764.

➢ Imteaj, A., Thakker, U., Wang, S., Li, J., & Amini, M. H. (2021). A Survey on Federated Learning for Resource-

Constrained IoT Devices. IEEE Internet of Things Journal, 9(1), 1-24.

➢ Samaila, M. G., Sequeiros, J. B., Simoes, T., Freire, M. M., & Inacio, P. R. (2020). IoT-HarPSecA: A Framework and 

Roadmap for Secure Design and Development of Devices and Applications in the IoT Space. IEEE Access, 8, 16462-

16494.

➢Heidari, A., & Jabraeil Jamali, M. A. (2022). Internet of Things Intrusion Detection Systems: A Comprehensive Review 

and Future Directions. Cluster Computing, 1-28.

➢Ajani, T. S., Imoize, A. L., & Atayero, A. A. (2021). An Overview of Machine Learning within Embedded and Mobile 

Devices–Optimizations and Applications. Sensors, 21(13), 1-44.

➢ Fortino, G., Guerrieri, A., Pace, P., Savaglio, C., & Spezzano, G. (2022). IoT Platforms and Security: An Analysis of the 

Leading Industrial/Commercial Solutions. Sensors, 22(6), 1-17.



QUESTIONS?



December 3-6, 2023, București 

Ana-Maria COMEAGĂ

E-mail: anamariacomeaga@yahoo.com

Iuliana MARIN

E-mail: marin.iulliana25@gmail.com

Thank you for your 
attention!

mailto:anamariacomeaga@yahoo.com
mailto:marin.iulliana25@gmail.com

	Slide 1
	Slide 2
	Slide 3
	Slide 4
	Slide 5
	Slide 6
	Slide 7
	Slide 8
	Slide 9
	Slide 10
	Slide 11

